|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| 논문 분석 보고서     |  |  | | --- | --- | | 작성일 | 25.05.22 | | 작성자 | 배영혜, 김예은 | | 검토자 | 김예은 | |

|  |
| --- |
| **목차**   1. 논문 분석 개요 2. 논문 요약 표   1. 협업 툴  2. 인스턴트 메신저  3. 클라우드  4. 기타 |
| 1. **논문 분석 개요**   프로젝트 주제를 정하기 위해 각 팀원이 논문을 각각 3편씩 찾아보았으며, 논문을 협업 툴, 인스턴트 메신저, 웹, 기타로 분류하여 정리했습니다. 이를 통해 각 논문에서 다룬 아티팩트 유형과 경로를 명확히 파악할 수 있었으며, 특정 경로의 아티팩트를 대상으로 연구한 논문이 이미 존재하는 경우, 중복을 피하고 새로운 경로를 탐색할 수 있도록 하였습니다. 또한, 분석 대상 아티팩트의 경로를 표기하여 연구 범위를 명확히 하였으며, 이를 바탕으로 보다 효과적인 연구 주제 설정이 가능하도록 하였습니다.   1. **논문 요약 표**   1. 협업 툴   |  |  |  |  |  | | --- | --- | --- | --- | --- | | **제목** | **분석 대상**  **프로그램** | **관련 아티팩트 유형**  **(경로 포함)** | **논문 요약** | **방향성** | | Forensic investigation of Google Meet for memory and browser artifacts | Google Meet (Web 기반 화상회의 애플리케이션) | - 메신저 아티팩트  전송 기록, 캐시, 채팅 로그, 실행 기록, 메모리 덤프 (실행 중 RAM에서 획득)  - 시스템 설치/실행 아티팩트 Prefetch, 레지스트리, 이벤트 로그, LNK 파일C:\Users\{User}\AppData\Roaming\Microsoft\Windows\Recent\  - 메모리 아티팩트: 프로세스 메모리, 명령어 이력 , 메모리 덤프 (실행 중 RAM에서 획득)  - 사용자 행위 아티팩트: 최근 명령어, 로그인 기록, 탐색 기록 C:\Users\{User}\AppData\Local\Google\Chrome\User Data\Default\Cache\ | - Google Meet 사용 중 메모리와 브라우저에 남는 아티팩트를 식별·분석하고, 이를 자동 추출하는 Python 도구를 개발함. | - 악용 가능성: Google Meet 메모리·브라우저에 남은 이메일, 채팅, 파일 정보가 피싱·사칭·유출에 악용될 수 있음. - 자동화 도구 개발: 이메일, 토큰 등 민감 정보를 시그니처 기반으로 자동 추출·위험도 분류. | | 노션프로그램 아티팩트 분석을 통한 위협 분석 및 대응방안 제시 | Notion (PC 및 Android 앱) | - 메신저 아티팩트: 전송 기록, 캐시, 채팅 로그, 실행 기록 \Users\{User}\AppData\Roaming\Notion\notion.유  - 사용자 행위 아티팩트: 최근 명령어, 로그인 기록, 탐색 기록C:\Users\{User}\AppData\Roaming\Notion\notion.db | - Notion 사용 중 PC와 Android 환경에서 수집된 사용자 정보와 작업 내용이 암호화 없이 저장되어 있어 유출 위험이 크다는 점을 확인하고, 이를 분석해 보안 위협과 포렌식 활용 가능성을 제시함. | - 악용 가능성: Notion에 저장된 이메일, 토큰, 삭제된 블록 등이 계정 탈취·문서 유출·사칭에 악용될 수 있음. - 자동화 도구 개발: 디스크 이미지에서 토큰, 삭제 기록 등 위험 아티팩트 자동 추출 및 분류 기능 개발. | | 메신저형 협업툴 어플리케이션 아티팩트 분석 - ChannelTalk을 중심으로 | ChannelTalk | - 메신저 아티팩트 : 전송 기록, 캐시, 채팅 로그, 실행 기록  - 네트워크 아티팩트 : 방문 기록, 세션 토큰, 네트워크 연결  - 사용자 행위 : 최근 명령어, 로그인 기록, 탐색 기록  - 시스템 설치/실행 : Prefetch, 레지스트리, 이벤트 로그, LNK 파일 | - 팀 메신저 등 모바일 어플리케이션 아티팩트를 분석해 사용자 행위와 사용 내역 기반 보안 사고 증거 수집 | - 채팅 추출, MAC 타임 분석, 이상 접속 탐지 자동화 도구 개발 | | 안드로이드 환경에서의 Telegram X 메신저 아티팩트 분석 | Telegram X | - 메신저 아티팩트 : 전송 기록, 캐시, 채팅 로그, 실행 기록 /data/data/org.thunderdog.challegram/files/tdlib → 경로에 위치하는 dp.sqlite파일 → messages 테이블  - 사용자 행위 아티팩트: 최근 명령어, 로그인 기록, 탐색 기록 /media/0/Android/data/org.thunderdog.challegram/files | - Telegram X의 다양한 메시지 유형과 로그를 분석하여 WAL 파일을 통한 삭제 메시지 복구 가능성을 확인 | - WAL, SQLite 분석을 통한 데이터 변화 추적 | | 화상 회의 애플리케이션 GoToWebinar 및 GoToMeeting 아티팩트 분석 | GotoWebinar, GoToMeeting | - 메신저 아티팩트: C:\Users\<Username>\Documents\ChatLog[회의명]YYYY\_MM\_DD HH\_mm.rtf  - 파일 사용/조작: C:\Users\<User name>\Documents  - 사용자 행위 | - 애플리케이션 데이터 특성과 차이 비교, 데이터 수집 및 분석 부족 | - 실시간 화상회의 데이터 수집 자동화 툴 개발 | | 윈도우 환경에서의 협업 도구 잔디 아티팩트 수집 및 분석 연구 | JANDI(잔디) | - 메신저 아티팩트: Cache 폴더  - 시스템 설치/실행: C:\Users\[USERNAME]\AppData\Roaming\JANDI  - 사용자 행위: Cache와 Local Storage 폴더 하위에 존재 | - 잔디의 아티팩트 수집 및 데이터 분석 기법 제시, API 기반 데이터 획득 방법 제안 | - JANDI 내부 악용 기능 탐색 및 분석 자동화 툴 개발 | | 협업 툴의 사용자 행위별 아티팩트 분석 연구 - Microsoft Teams | Microsoft Teams | - 메신저 아티팩트  %APPDATA%\Microsoft\Teams\IndexedDB\https\_teams.microsoft.com\_0.indexeddb.leveldb  - 시스템 설치/실행  %APPDATA%\Microsoft\Teams - 사용자 행위  %APPDATA%\Microsoft\Teams\Local Storage , %APPDATA%\Microsoft\Teams\IndexedDB | - 디지털 포렌식 분석에서 운영 환경별 증거 확보 중요성 강조 | - 협업툴 및 다양한 운영 환경에 대한 확장 연구 필요 | | 협업 툴 아티팩트 분석 및 삭제된 데이터 복구 연구 | 잔디, 네이버 웍스 | - 메신저 아티팩트  %LOCALAPPDATA%\Microsoft\Teams\main.db, %LOCALAPPDATA%\Microsoft\Teams\chat.db  - 시스템 설치/실행 아티팩트\Windows\AppCompat\Programs\Amcache.h  - 사용자 행위 아티팩트C:\Windows\System32\winevt\Logs | - 협업 툴 사용 증가로 인한 데이터 유출 위험 분석, 삭제 메시지 복구 가능성 확인 | - 아티팩트 자동 파싱 도구 개발 | | Windows Telegram Desktop 애플리케이션에서 검색 가능한 메모리 아티팩트 추출 및 분석 | Telegram Desktop | - 사용자 행위 아티팩트  - 메모리 아티팩트  UserData, HistoryMessage 객체 구조 분석을 통해 이름, 전화번호 등 추출  - 데이터베이스 아티팩트  메모리 상의 QString, PeerData, ChatData 추적 | - 메모리 덤프를 통해 계정 정보, 대화 내용, 삭제된 흔적을 추출하는 방법 제시 | - 메모리 기반 포렌식 도구 개발 | | Microsoft Office 진단 로그 분석 및 포렌식 활용 방안 | Microsoft Word, Excel, PowerPoint | - 시스템 설치/실행 아티팩트: Prefetch, Amcache.hve, MFT, 임시파일  - 사용자 행위 아티팩트: Pdod, $UsnJrnl | - Microsoft Office 진단 로그를 활용해 작업 이력 추적 가능성 분석 | - 진단 로그를 통한 문서 작업 흐름 복원 도구 개발 | | 디지털 상호작용 디코딩: TeamViewer 포렌식 아티팩트 연구 | TeamViewer | - 시스템 설치/실행 아티팩트 : Program Files\TeamViewer - 파일 사용/조작 아티팩트 AppData\Roaming\TeamViewer\Connections.txt AppData\Roaming\TeamViewer\Connections\_incoming.txt AppData\Local\TeamViewer\Database\tvchatfilecache.db AppData\Local\TeamViewer\Database\tvchatfiledownloadhistory.db  - 메모리 아티팩트 : 동적 비밀번호, 채팅 내역  - 네트워크 아티팩트 TeamViewer15\_Logfile.log ( Android ↔ Windows 간 접속 IP 기록)  - 데이터베이스 아티팩트 AppData\Local\TeamViewer\Database\tvchatfilecache.db AppData\Local\TeamViewer\Database\tvchatfiledownloadhistory.db | - Windows와 Android에서 TeamViewer 사용 시 남는 아티팩트 분석 | - TeamViewer 사용 시 로그와 메모리 덤프 파싱 도구 개발 | | 디지털 포렌식 관점에서의 협업 도구 네이버웍스의 데이터 수집 및 분석 | 네이버웍스 | - 채팅 기록  - 파일 공유  - 캘린더/일정  - 사용자 계정 정보  - 삭제된 데이터, 로그 파일  C:\Users[Username]\AppData\Local\WorksMobile\NaverWorks\ | - 네이버웍스에서 생성되는 다양한 사용자 행위 기반 데이터를 수집하고 분석함 | - 안티포렌식 기능 우회 기술 연구 및 자동 분석 도구 개발 | | 디지털 포렌식 관점의 네이버 밴드 사용자 행위 수집 및 분석 연구 | 네이버 밴드 (Android 환경) | - 메신저 아티팩트: /data/data/com.nhn.android.band/databases/chat\_message  - 네트워크 아티팩트: /v2.0.0/get\_posts, /get\_photos, /get\_files  - 사용자 행위 아티팩트: /databases/member, /shared\_prefs/USER.xml, /cache/IMAGE, /cache/VIDEO | - Android 환경에서 네이버 밴드의 로컬 데이터와 API를 분석하여 사용자 정보, 채팅 기록 등을 수집 | - 악용 가능성: 채팅, 이미지 캐시, user/band ID 등을 통한 신원 도용 및 삭제 대화 복원 |   **2. 인스턴트 메신저**   |  |  |  |  |  | | --- | --- | --- | --- | --- | | **제목** | **분석 대상 프로그램** | **관련 아티팩트 유형**  **(경로 포함)** | **논문 요약** | **방향성** | | 포렌식 관점에서의 Element 인스턴트 메신저 아티팩트 분석 | Element | - 메신저 아티팩트  - 네트워크 아티팩트  - 메모리 아티팩트  - 사용자 행위 | - Signal, Wickr, Threema 등 보안 메신저 암호화 메커니즘 분석 및 일부 복호화 방법 제시 | - 메타데이터 중심 분석 및 키 추출 도구 개발 | | 윈도우 환경에서 카카오톡 데이터 복호화 및 아티팩트 분석 연구 | KakaoTalk  (카카오톡) PC 버전 | - 파일 사용/조작:  %LocalAppData%\Kakao\KakaoTalk\users\chat\_data - 사용자 행위:  %LocalAppData%\Kakao\KakaoTalk\users - 메신저 아티팩트:  %LocalAppData%\Kakao\KakaoTalk\users\chat\_data | - 윈도우 환경에서 카카오톡 데이터를 복호화하고 아티팩트를 분석하는 방안을 구현함 | - 썸네일 자동 추출 도구 및 데이터 복호화 자동화 도구 개발 | | 카카오톡 메신저 백업 서비스 ‘톡서랍 플러스’ 데이터 수집 방법 연구 | KakaoTalk  (카카오톡) PC 버전 | - 네트워크 아티팩트  - 사용자 행위  - 데이터베이스 아티팩트 | - 클라우드-동기화 서버 기반 '톡서랍 플러스' 데이터를 Internal API를 통해 수집하는 방안 제안 | - 서버 백업 메시지 및 첨부파일 수집 도구 개발 | | Windows에서의 Wire 크리덴셜 획득 및 아티팩트 분석 | Wire (암호화 메신저) | 채팅 기록, 크리덴셜 데이터, 파일 공유 기록, 계정 정보 경로:  %APPDATA%\Wire\logs\electron.log | - Wire 메신저의 로그인 정보와 사용자 행위 기반 아티팩트를 분석하여 삭제 메시지 복원 가능성 확인 | - 로그 기반 삭제 메시지 복원 기법 개발 | | 윈도우 및 안드로이드 환경에서의 WeChat 메신저 아티팩트 분석 연구 | WeChat (인스턴트 메신저) | 채팅 기록, Moments, 타임캡슐, 사용자 계정 정보, 데이터베이스 파일 | - Windows와 Android 환경에서 WeChat의 사용자 행위 기반 아티팩트를 분석하여 저장 경로 차이 비교 | - 자동화된 아티팩트 수집 도구 및 삭제 메시지 복구 기법 연구 | | Windows Telegram Desktop 애플리케이션에서 검색 가능한 메모리 아티팩트 추출 및 분석 | Telegram Desktop | - 메모리 아티팩트 : UserData, HistoryMessage 객체 구조 분석을 통해 이름, 전화번호 등 추출 - 데이터베이스 아티팩트 : 메모리 상의 QString, PeerData, ChatData 추적 | Windows 환경에서 Telegram Desktop의 메모리 덤프를 분석하여 디스크로 접근할 수 없는 사용자 계정, 대화 내용 등을 추출하였다. 연구진은 Windows Memory Extractor와 IM Artifact Finder를 활용하여 주요 아티팩트를 효과적으로 식별하였다. | - Telegram과 같은 메신저의 메모리 덤프를 분석하여 계정 정보, 대화 내용, 삭제된 흔적 등을 자동으로 추출하는 메모리 기반 포렌식 도구를 개발 |   **3. 클라우드**   |  |  |  |  |  | | --- | --- | --- | --- | --- | | **제목** | **분석 대상**  **프로그램** | **관련 아티팩트 유형**  **(경로 포함)** | **논문 요약** | **방향성** | | 윈도우 환경의 아티팩트를 활용한 자동화된 사용자 분석 방안 | Windows OS,  Google Chrome | - 사용자 행위 아티팩트  : 프리패치, 레지스트리, 문서 목록, 이벤트 로그  - 시스템 설치/실행 아티팩트 - 데이터베이스 아티팩트 | - 윈도우 시스템의 다양한 아티팩트를 수집하여 자동화된 사용자 행위 분석 기법을 제안 - 웹 브라우저 기록과 시스템 로그를 Mecab 형태소 분석기와 결합하여 관심 키워드 추출, 사용자 분류, 데이터 시각화 수행 | 자동화된 사용자 프로파일링 및 이상 행위 탐지 기반 마련 | | Google 드라이브의 디지털 포렌식: 디지털 아티팩트 추출 및 분석 기술 | Google Drive | - 시스템 설치/실행 아티팩트 ACER\AppData\Local\Google\DriveFS  - 파일 사용/ 조작 아티팩트ACER\AppData\Local\Google\DriveFS\sync\_config.db ACER\AppData\Local\Google\DriveFS\snapshot.db ACER\AppData\Local\Google\DriveFS\sync\_log.db  - 데이터 베이스 아티팩트 ACER\AppData\Local\Google\DriveFS\experiments.db ACER\AppData\Local\Google\DriveFS\metric\_store\_sqlite.db ACER\AppData\Local\Google\DriveFS\root\_preference\_sqlite.db | - Google Drive의 클라우드 환경에서 디지털 포렌식 수행을 위해 NIST 방법론을 적용하여 주요 아티팩트(사용자 활동 로그, 문서 메타데이터, 권한 정보 등)를 식별 | 클라우드 포렌식 환경에서 NIST 기반의 단계별 절차 적용 가능성 평가, Google Drive File Stream의 구조적 한계와 도구 적합성에 대한 검토 |   **4. 기타**   |  |  |  |  |  | | --- | --- | --- | --- | --- | | **제목** | **분석 대상 프로그램** | **관련 아티팩트 유형(경로 포함)** | **논문 요약** | **방향성** | | 안드로이드 환경에서의 지도 애플리케이션 아티팩트 분석 및 복호화 방안 연구 | 네이버 지도, TMAP, 카카오 맵 PC 버전 | - 사용자 행위 아티팩트 databases 디렉터리의 bookmark.db, search-history.db, route-history.db, subwayMap.db파일 shared\_prefs 디렉터리 내 pubtrans\_cache.xml파일 NativeNaviDefaults.xml 파일 | - 지도 애플리케이션에 분석된 결과의 범위는 한정적, 아티팩트가 변경되거나 애플리케이션마다 저장되는 데이터가 다양함. - 최신 버전에서의 데이터 수집 방안 연구 필요 | GPS 데이터를 악용하는 경우 GPS 로그파일, 위치 기록 캐시 기반 패턴 분석 | | 원격 제어용 어플리케이션에서의 아티팩트 수집 및 분석 | TeamViewer, AnyDesk, AirDroid (모두 Android 환경) | - 메신저 아티팩트: app.db(AirDroid) - 네트워크 아티팩트: TVLog.html(TeamViewer), account\_backup(AirDroid), main\_preference\_bk(AirDroid) - 시스템 설치/실행 아티팩트: client.conf (TeamViewer), com.sand.airdroid\_preference.xml(AirDroid) - 파일 사용/조작 아티팩트: downloads/ (AnyDesk), TVLog.html(TeamViewer) - 사용자 행위 아티팩트: TVLog.html(TeamViewer), app.db(AirDroid), recursive\_file\_index\_phone(AirDroid) | - Android 기반 원격 제어 앱의 로컬 아티팩트를 분석하여 제어자 정보·파일 전송·권한 요청 등 핵심 데이터를 식별 | 악용 가능성: 접속 기록, 계정, 전송 파일 등 감청·탈취·사칭 위험 | | 무 설치 프로그램에서의 사용자 행위 아티팩트 분석 | Opera, Notepad++ | - 메모리 아티팩트: 경로 X, 분석 도구는 Hex Fiend, Volatility - 시스템 설치/실행: C:\Windows\Prefetch - 파일 사용/조작: C:\Windows\Temp - 사용자 행위: %AppData%\Roming\Microsoft\Windows\Recent | - 포터블 프로그램에서의 사용자 행위 분석 방안 제시, 메모리 분석을 통해 증거 수집 가능 | 비전통적 아티팩트(windows Defender, MemCompression 등)를 파싱할 도구 개발 | | 폴라리스 오피스 포렌식 아티팩트에 관한 연구 | 폴라리스 오피스 | - 시스템 설치/실행 아티팩트 : C:\Windows\Prefetch\[폴라리스 오피스 설치 파일명].pf (prefetch)  - 사용자 행위 아티팩트 : C\HKCU\Software\Infraware\PolarisOffice의 "FirstHomeAccessTime" 정보  - 파일 사용/조작 아티팩트 : %UserProfile%\AppData\Roaming\PolarisOffice\Database\InfrawareRecentFiles.sqlite (최근 사용된 파일 목록) , %UserProfile%\AppData\Roaming\PolarisOffice\Database\RecordCommand2.sqlite (작업 과정에 관여된 모든 파일에 대한 액세스 흔적), %UserProfile%\AppData\Roamin g\PolarisOffice\Database\InfrawareAutoRecover.sqlite (자동 복구 정보), %UserProfile%\AppData\Roaming\PolarisOffice\Recover\Slide\파일명, %UserProfile%\AppData\Roaming\PolarisOffice\Recover\Word\파일명 , %UserProfile%\AppData\Roaming\PolarisOffice\Recover\Sheet\파일명  - 데이터베이스 아티팩트 :  %UserProfile%\AppData\Roaming\Polaris Office\Database\InfrawareRecentFiles.sqlite, %UserProfile%\AppData\Roaming\Polaris Office\Database\RecordCommand2.sqlite, %UserProfile%\AppData\Roaming\Polaris Office\Database\InfrawareAutoRecover.sqlite | - Polaris Office 사용 시 Windows와 macOS에서 생성되는 아티팩트를 분석하여 작업 로그 DB 확인 | 문서 작성 및 수정 기능의 작업 로그 DB 분석을 통한 사용자 행위 재구성 | | 취약점 별 아티팩트 사례 분석을 통한 아티팩트 그룹핑 연구 | Adobe Flash Player | - 시스템 설치/실행 아티팩트 : Prefetch, Event log,  - 파일 사용/조작 아티팩트 : $MFT, $LogFile, $UsnJrnl, %Appdata% \Ro aming\Microsoft\windows\Recent\AutomaticDe stinations ,  - 사용자 행위 아티팩트 :  %Appdata%Roaming\Adobe\F lash Player\NativeCache(Flash Cache), %Appdata%Roaming%Macro media\Flash Player \#Shared Objects (Shared Objects), %Appdata%Roaming\Macrom edia\Flash Player \[macromedia.com](http://macromedia.com/)\support\flas hplayer\sys(Setting Info) | - Adobe Flash Player의 취약점 활용 침해사고 사례 분석 - 초기 침해 대응을 위한 '아티팩트 그룹핑' 방안 제시 | CVE 취약점 공격 발생 시 Prefetch 및 Web Cache 분석을 통한 공격 흔적 확보 | | Conversational AI forensics: A case study on ChatGPT, Gemini, Copilot, and Claude | ChatGPT, Gemini, Copilot, Claude | - 메신저 아티팩트: C:\Users\<User>\Downloads\chatgpt\_export\_<YYYY-MM-DD>\conversations.json - 네트워크 아티팩트: C:\Users\<User>\Documents\Wireshark\chatgpt\_traffic.pcap | - 대화형 AI 플랫폼의 대화 이력과 메타데이터를 수집·분석하여 악성 코드 제작 행위를 입증할 수 있는 아티팩트 식별 | 대화형 AI에 입력된 프롬프트와 삭제된 대화 로그를 분석하여 이상 행위 탐지 모델 개발 | |
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